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of DoD Hotline Completion Reports 
received from DoD components. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Inspector General Act of 1978 (Pub. L. 
95–452), as amended; DoD Directive 
5106.1, Inspector General of the 
Department of Defense (IG, DoD) (32 
CFR part 373); DoD Directive 7050.1, 
Defense Hotline Program (32 CFR part 
98). 

PURPOSE(S): 

To record information related to 
official hotline investigations. 

To compile statistical information to 
disseminate to other components within 
the Department of Defense engaged in 
the Hotline Program. 

To provide prompt, responsive, and 
accurate information regarding the 
status of ongoing cases. 

To provide a record of complaint 
disposition. Hotline complaints 
appearing to involve criminal 
wrongdoing will be referred to the 
Defense Criminal Investigative Service 
or other criminal investigative units of 
DoD components. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM INCLUDING CATEGORIES OF USERS, AND 
PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘‘Blanket Routine Uses’’ set 
forth at the beginning of the OIG’s 
compilation of systems of records 
notices also apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Paper records are stored in file folders 
and automated records are maintained 
on a computerized database. 

RETRIEVABILITY: 

By Hotline case number, by subject 
matter, by the names of complainant(s), 
by subject(s) of the complaint, and by 
individual(s) alleged to have been 
adversely affected by matters being 
investigated by the OIG. 

SAFEGUARDS: 

Access is limited to DoD Hotline staff. 
Paper and automated records are stored 
in rooms protected by cipher lock. The 
automated system is password 
protected, and regular back-ups of data 
are performed. 

RETENTION AND DISPOSAL: 
Hotline case files not referred are 

destroyed after 2 years. Electronic 
copies created on electronic mail and 
word processing systems are deleted 
after a recordkeeping copy has been 
produced. 

Automated and paper record are 
retained within the Office of the Defense 
Hotline Division for a period of 5 years 
after closure. The record are then retired 
to the Washington National Records 
Center for an additional 5 years, and 
then destroyed. 

SYSTEM MANAGER(S) AND ADDRESS: 
Director, DoD Hotline Division, Office 

of the Assistant Inspector General for 
Policy and Oversight of the Office of the 
Inspector General, Department of 
Defense, 400 Army Navy Drive, 
Arlington, VA 22202–4704. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether this system of records contains 
information about themselves should 
address written inquiries to the 
Freedom of Information Act Requester 
Service Center/Privacy Act Office, 400 
Army Navy Drive, Arlington, VA 
22202–4704. 

The request should contain the 
individual’s full name, address, and 
Social Security Number. Requests 
submitted on behalf of other persons 
must include their written 
authorization. Provision of the Social 
Security Number is voluntary and it will 
be used solely for identification 
purposes. Failure to provide the Social 
Security Number will not affect the 
individual’s rights. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to records 

about themselves contained in this 
system should address written inquiries 
to the Freedom of Information Act 
Requester Service Center/Privacy Act 
Office, 400 Army Navy Drive, Arlington, 
VA 22202–4704. 

The request should contain the 
individual’s full name, address, and 
Social Security Number. Requests 
submitted on behalf of other persons 
must include their written 
authorization. Provision of the Social 
Security Number is voluntary and it will 
be used solely for identification 
purposes. Failure to provide the Social 
Security Number will not affect the 
individual’s rights. 

CONTESTING RECORD PROCEDURES: 
The OIG’s rules for accessing records 

and for contesting contents and 
appealing initial agency determinations 
are published in 32 CFR part 312 or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 
Sources, subjects, witnesses, all levels 

of Government, private businesses, and 
nonprofit organizations. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Investigatory material compiled for 

law enforcement purposes, other than 
material within the scope of subsection 
5 U.S.C. 552a(j)(2), may be exempt 
pursuant to 5 U.S.C. 552a(k)(2). 
However, if an individual is denied any 
right, privilege, or benefit for which he 
would otherwise be entitled by Federal 
law or for which he would otherwise be 
eligible, as a result of the maintenance 
of the information, the individual will 
be provided access to the information 
exempt to the extent that disclosure 
would reveal the identify of a 
confidential source. Note: When 
claimed, this exemption allows limited 
protection of investigative reports 
maintained in a system of records used 
in personnel or administrative actions. 

Investigatory material compiled solely 
for the purpose of determining 
suitability, eligibility, or qualifications 
for federal civilian employment, 
military service, federal contracts, or 
access to classified information may be 
exempt pursuant to 5 U.S.C. 552a(k)(5), 
but only to the extent that such material 
would reveal the identity of a 
confidential source. 

An exemption rule for this record 
system has been promulgated in 
accordance with the requirements of 5 
U.S.C. 553(b)(1), (2), and (3), (c) and (e) 
and published in 32 CFR part 312. For 
additional information contact the 
system manager. 

[FR Doc. 06–4967 Filed 5–30–06; 8:45 am] 
BILLING CODE 5001–06–M 

DEPARTMENT OF DEFENSE 

[DoD–2006–OS–0088] 

Office of the Inspector General; 
Privacy Act of 1974; System of 
Records 

AGENCY: Office of the Inspector General, 
DoD. 
ACTION: Notice to amend systems of 
records. 

SUMMARY: The Office of the Inspector 
General (OIG) is amending a system of 
records notice in its existing inventory 
of record systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. 
DATES: This proposed action will be 
effective without further notice on June 
30, 2006 unless comments are received 
which result in a contrary 
determination. 
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ADDRESSES: Send comments to Chief, 
FOIA/PA Office, Inspector General, 
Department of Defense, 400 Army Navy 
Drive, Room 2001, Arlington, VA 
22202–4704. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Darryl R. Aaron at (703) 604–9785. 
SUPPLEMENTARY INFORMATION: The Office 
of the Inspector General (OIG) systems 
of records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The specific changes to the record 
system being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendments are not within 
the purview of subsection (r) of the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report. 

Dated: May 24, 2006. 
L.M. Bynum, 
OSD Federal Register Liaison Officer, 
Department of Defense. 

CIG–01 

SYSTEM NAME: 
Privacy Act and Freedom of 

Information Act Case Files (February 13, 
2006, 71 FR 7547). 

CHANGES: 

* * * * * 

SYSTEM LOCATION: 
Delete entry and replace with: 

‘‘Freedom of Information Act FOIA 
Requester Service Center/Privacy Act 
Office, Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General 
of the Department of Defense, 400 Army 
Navy Drive, Arlington, VA 22202– 
4704.’’ 
* * * * * 

SYSTEM MANAGER(S) AND ADDRESS: 
Delete entry and replace with: ‘‘Chief, 

Freedom of Information Act Requester 
Service Center/Privacy Act Office, 
Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 400 Army Navy Drive, Arlington, 
VA 22202–4704.’’ 

NOTIFICATION PROCEDURE: 
Delete first paragraph and replace 

with: ‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the Chief, 
Freedom of Information Act Requester 
Service Center/Privacy Act Office, 

Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 400 Army Navy Drive, Arlington, 
VA 22202–4704.’’ 

RECORD ACCESS PROCEDURES: 
Delete first paragraph replace with: 

‘‘Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the Chief, Freedom of 
Information Act and Privacy Act Office, 
Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 400 Army Navy Drive, Arlington, 
VA 22202–4704.’’ 
* * * * * 

CIG–01 

SYSTEM NAME: 
Privacy Act and Freedom of 

Information Act Case Files. 

SYSTEM LOCATION: 
Freedom of Information Act FOIA 

Requester Service Center/Privacy Act 
Office, Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General 
of the Department of Defense, 400 Army 
Navy Drive, Arlington, VA 22202–4704. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

All individuals who submit Freedom 
of Information Act (FOIA) and Privacy 
Act (PA) requests and administrative 
appeals to the Office of the Inspector 
General (OIG), DoD and other activities 
receiving administrative FOIA and 
Privacy Act support from the OIG; 
individuals whose FOIA and Privacy 
Act requests and/or records have been 
referred by other Federal agencies to the 
OIG for release to the requester; 
attorneys representing individuals 
submitting such requests and appeals, 
individuals who are the subjects of such 
requests and appeals, and/or the OIG 
personnel assigned to handle such 
requests and appeals. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Records created or compiled in 

response to FOIA and Privacy Act 
requests and administrative appeals, 
i.e., original requests and administrative 
appeals; responses to such requests and 
administrative appeals; all related 
memoranda, correspondence, notes, and 
other related or supporting 
documentation; and copies of requested 
records and records under 
administrative appeal. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301, Departmental 

Regulations; 5 U.S.C. 552a, as amended; 

DoD 5400.11–R, Department of Defense 
Privacy Program; 5 U.S.C. 552, The 
Freedom of Information Act, as 
amended; DoD 5400.7–R, DoD Freedom 
of Information Act Program; DoD IG 
Instruction 5400.7; and DoD IG 
Instruction 5400.11. 

PURPOSE(S): 
Information is being collected and 

maintained for the purpose of 
processing FOIA and Privacy Act 
requests and administrative appeals; for 
participating in litigation regarding 
agency action on such requests and 
appeals; for amendment to records made 
under the Privacy Act and to document 
OIG actions in response to these 
requests; and for assisting the Office of 
the Inspector General, DoD in carrying 
out any other responsibilities under the 
FOIA. 

Also, information may be provided to 
the appropriate OIG element when 
further action is needed to verify 
assertions of the requester or to obtain 
permission to release information 
obtained from sources. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: Information 
from this system may be provided to 
other Federal agencies and state and 
local agencies when it is necessary to 
coordinate responses or denials. 

The DoD ‘‘Blanket Routine Uses’’ set 
forth at the beginning of the OIG’s 
compilation of systems of records 
notices also apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper records in file folders and on 

electronic storage media. 

RETRIEVABILITY: 
Retrieved by individual’s name, 

subject matter, date of document, and 
request number. 

SAFEGUARDS: 
Records are stored in locked security 

containers accessible only to authorized 
personnel. 

RETENTION AND DISPOSAL: 
FOIA and Privacy Act paper records 

that are granted in full are destroyed 2 
years after the date of reply. Paper 
records that are denied in whole or part, 
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no records responses, responses to 
requesters who do not adequately 
describe records being sought, do not 
state a willingness to pay fees, and 
records which are appealed or litigated, 
are destroyed 6 years after final FOIA 
action and 5 years after final Privacy Act 
action, or three years after final 
adjudication by courts, whichever is 
later. Electronic records are deleted 
within 180 days or when no longer 
needed to support office business needs. 

SYSTEM MANAGER(S) AND ADDRESS: 
Chief, Freedom of Information Act 

Requester Service Center/Privacy Act 
Office, Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 400 Army Navy Drive, Arlington, 
VA 22202–4704. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should 
address written inquiries to the Chief, 
Freedom of Information Act Requester 
Service Center/Privacy Act Office, 
Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 400 Army Navy Drive, Arlington, 
VA 22202–4704. 

Please include full information 
regarding the previous request such as 
date, subject matter, and if available, 
copies of the previous OIG reply. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
this system should address written 
inquires to the Chief, Freedom of 
Information Act and Privacy Act Office, 
Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 400 Army Navy Drive, Arlington, 
VA 22202–4704. 

Please include full information 
regarding the previous request such as 
date, subject matter, and if available, 
copies of the previous OIG reply. 

CONTESTING RECORD PROCEDURES: 
The OIG’s rules for accessing records 

and for contesting contents and 
appealing initial agency determinations 
are published in 32 CFR part 312 or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 
From the individuals on whom 

records are maintained and official 
records. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
During the course of a FOIA and 

Privacy Act action, exempt materials 

from other systems of records may in 
turn become part of the case records in 
this system. To the extent that copies of 
exempt records from those ‘‘other’’ 
systems of records are entered into this 
FOIA or Privacy Act case record, Office 
of the Inspector General hereby claims 
the same exemptions for the records 
from those ‘other’ systems that are 
entered into this system, as claimed for 
the original primary systems of records 
which they are a part. 

An exemption rule for this system has 
been promulgated in accordance with 
requirements of 5 U.S.C. 553(b)(1), (2), 
and (3), (c) and (e) and published in 32 
CFR part 312. For additional 
information contact the system manager. 

[FR Doc. 06–4969 Filed 5–30–06; 8:45 am] 
BILLING CODE 5001–06–M 

DEPARTMENT OF DEFENSE 

Department of the Army 

Western Hemisphere Institute for 
Security Cooperation Board of 
Visitors; Meeting 

AGENCY: Department of the Army, DoD. 
ACTION: Notice of open meeting. 

SUMMARY: This notice sets forth the 
schedule and summary agenda for the 
meeting of the Board of Visitors (BoV) 
for the Western Hemisphere Institute for 
Security Cooperation (WHINSEC). 
Notice of this meeting is required under 
the Federal Advisory Committee Act 
(Pub. L. 92–463). The Board’s charter 
was renewed on February 1, 2006 in 
compliance with the requirements set 
forth in Title 10 U.S.C. 2166. 

Date: June 15, 2006. 
Time: 9 a.m. to 4 p.m. 
Location: Rayburn House Office 

Building, Room 2212, Washington, DC. 
Proposed Agenda: The WHINSEC 

BoV will be briefed on activities at the 
Institute since the last Board meeting in 
December 2005 as well as receive other 
information appropriate to its interests. 
FOR FURTHER INFORMATION CONTACT: 
WHINSEC Board of Visitors Executive 
Secretariat at (703) 692–8779 or (703) 
614–8721. 
SUPPLEMENTARY INFORMATION: The 
meeting is open to the public. The 
Board will adjourn for lunch between 
11:30 a.m. and 1 p.m. Public comment 
by individuals and organizations may be 
made from 3 p.m. to 3:30 p.m. Public 
comments will be limited to three 
minutes each. Anyone desiring to make 
an oral statement must register by 
sending a fax to (703) 614–8920 with 
their name, phone number, e-mail 
address, and the full text of their 

comments by 5 p.m. EST on Friday, 
June 9, 2006. The first ten requestors 
will be notified by 5 p.m. EST on 
Tuesday, June 13 of their time to 
address the Board during the public 
comment forum. All other comments 
will be retained for the record. Public 
seating is limited and will be available 
only on a first come, first serve basis. 

Brenda S. Bowen, 
Army Federal Register Liaison Officer. 
[FR Doc. 06–5010 Filed 5–30–06; 8:45 am] 

BILLING CODE 3710–08–M 

DEPARTMENT OF DEFENSE 

Defense Intelligence Agency 

Privacy Act of 1974; Systems of 
Records 

AGENCY: Defense Intelligence Agency, 
DoD. 

ACTION: Notice to amend a system of 
records. 

SUMMARY: The Defense Intelligence 
Agency is amending a system of records 
Notice to its existing inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended. 

DATES: This proposed action will be 
effective without further notice on June 
30, 2006 unless comments are received 
that would result in a contrary 
determination. 

ADDRESSES: Freedom of Information 
Office, Defense Intelligence Agency 
(DAN–1A), 200 MacDill Blvd., 
Washington, DC 20340–5100. 

FOR FURTHER INFORMATION CONTACT: Ms. 
Theresa Lowery at (202) 231–1193. 

SUPPLEMENTARY INFORMATION: The 
Defense Intelligence Agency notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.A. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The specific changes to the record 
system being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendment is not within the 
purview of subsection (r) of the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report. 
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